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**Professional Summary:**
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layered environments.
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**Skill Set:**

**Main Technologies**: Spam Emails analysis, Vulnerability Assessment and Patch Management, Encryption, Anti- Virus Monitoring

**Testing Tools**: TrendMicro, Qrader, Wireshark, Burp Suite, Wireshark, Nessus, Qualys, Nmap, Metasploit, Pal alto, Mimecast,

**Operating Systems**: Ubuntu, CentOS, RedHat, Server Management and Endpoint Security.

**Employment History**

Title – Cyber security Interne

Company Name – Rhym technology’s LLP Location- Hitech City, India

Duration – May 2023 – September 2023

**Project Summary:**

**Cyber risk Scoring (CRS): -**

In recent Cyber-attacks are very serious effect on Companies and the hackers are trying to get personal

information of company and employees. Which leads to data breaches, Phishing attacks, Malware attacks,

Ransomware attacks. So, based on types of attacks we can give the Score to the respective dimension by their Severity

**Security Operations Centre (SOC): -**

By using Qrader SIEM tool I monitored various alerts which are generated from network devices and Desktops

and I remediated that device to avoid attacks from the attackers and I have excellent knowledge on mitigating

attacks

Responsibilities:
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAAOCAYAAAAfSC3RAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAuUlEQVQokaWS0QmDQAyGc7Z6U/ygi3QNfXeFu6duoCtkgHYO90hAlygUvb70ipW2qA18kEA+Anc/hRAooqq5974B0BNRIKIAoPfeN6qaz3dfDTPX1tpbFJZYa2/MXL+JzFwbY6ZvUsQYM0WZRKT4denTZVXND2manruuO9HKGsfxmGXZneYPsRYAvXkOmyvZIxERJQCGrRKAISnL8rpVrKrqsvs79gfgr8hFRKRwzrXLkDvnWhEp5rsPTHnYZ8AB9RoAAAAASUVORK5CYII=) Implemented containment and remediation strategies during incidents, isolating compromised endpoints and restoring services securely.
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**Certifications:**
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**Educational Details:**

**Bachelor of Technology**

* JNTU Kakinada (2019 – 2022) CGPA - 7.4

**Diploma**

* Diviseema Polyethnic College (2016 – 2019) Percentage -72

**Secondary School of Education**

* Bala Bhanu Vidhyalayam (2015-2016) GPA -7.0